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Company notifies customers via a previously established email address or mails to the customer address of record, all 

notifications regarding account changes (without revealing the changed information or sending the notification to the new 

account information) ,  password changes, change in a response to a back-up means of authentication, change to an on-

line account, change or creation of an address of record other than at service initiation. 

 

The Company does not have any retail locations and therefore does not disclose call detail records in-store. 

 

Requests for call detail records by law enforcement agencies are only granted under subpoena. 

 

The Company has procedures to notify law enforcement in the event of a breach of customers’ CPNI, including call detail 

records, to ensure that notification is provided in the time period set forth in the FCC’s rules, or if applicable, when so 

authorized by law enforcement. In addition, the Company has a process to record all breaches discovered and will provide 

notification to the United States Secret Service, FBI and customers, to the extent possible. 

 

The Company did not take any actions against data brokers in the last year. 

 

The Company did not receive any complaints about the unauthorized release of CPNI or the unauthorized disclosure of 

CPNI, including call detail records, in calendar year 2012. 

 

The Company has not developed any information with respect to the processes pretexters are using to attempt to access 

CPNI or call detail records. 
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